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The grade that I award for the thesis is A - excellent.

1. What is the function of the fractal curves in the algorithm?
If their main property (self-similarity) is not used, what advantages do we achieve using these curves?
2. Why the Feistel networks used in the thesis?
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