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1) Do you have any plans for evaluating the strategies in the real deployment?

2) What happens, if alpha_m < alpha_b (meaning, that defender has higher costs for false-positives then having the network attacked). Would this setting results in classifier, that does not block nor increases any latency in the network?
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